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Datlinq Nederland B.V. a company organized and existing under the laws of the Netherlands and having its registered 
office at (3011 TA) Blaak 16 te Rotterdam, The Netherlands and/or its affiliates/subsidiaries ("Datlinq") understands the 
importance of data privacy and cybersecurity. 
 
Nowadays data protection, data privacy and cybersecurity, is getting a topic of utmost importance, and a prerequisite of 
state-of-the-art high-quality business. In a world increasingly at a risk of fraud and identity theft and other forms of 
cybercrime, data protection will only be possible, if it is based on both legal and non-legal solid regulations. 
 
Data privacy and data protection laws regulate safeguarding information about individuals. The EU General Data 
Protection Regulation (GDPR) replaces the 1995 EU Data Protection Directive, strengthening the rights that EU 
individuals have over their data, seeking to unify data protection laws across Europe. Our customers can count on the 
fact that Datlinq is committed to GDPR compliance across its services and products as the GDPR takes effect on May 
25, 2018. 
  
Where do we stand? 
 
To become compliant with GDPR Datlinq initiated in the year 2016 an ISO 27001 project implementation. In June, 018, 
Datlinq achieved the accredited certification to ISO 27001 will demonstrates that our company meets an important 
globally accepted criterion for information security best practice and security effectiveness. 
 
Strong data protection commitments between cloud solution providers and customers are fundamental to compliance. 
We follow and will follow the requirements of the GDPR which demand in case of (lawful and authorized) processing 
personal data an appropriate level of security to the risk using technical and organizational measures against accidental 
loss, destruction or damage. 
 
We have a Privacy Policy, which you can also find on our website. This Privacy Policy tells you about the personal 
information we may collect, how the information is used, and how you can access and correct certain information we 
may collect. 
 
At Datlinq, we work to earn the trust of our users every day. As such, protecting the privacy and security of our business 
partners’ information is a top priority, and compliance is central to this mission. We’ll continue to evolve our capabilities 
in accordance with the changing regulatory landscape and work with you to help facilitate your GDPR compliance 
efforts. 
 
If you have questions regarding this document, please contact us. 
 
 
 
 
 


